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	Reason for change:
	SA2 has received LS S2-1904878 from CT3. This LS asks with respect to the "Information flow for downlink data delivery status" in subclause 4.15.3.2.5 of TS 23.502 how the SMF detects the downlink delivery status. A related discussion paper is provided in S2-1906945.
There are several related issues with the present information flow:
1. If buffering at the UPF is used, Packet filters related with downlink data delivery status imply UPF interactions (N4 impacts) to configure the UPF to buffer packets or forward them to the SMF and to provide notifications about the downlink data delivery status when the first packet was transmitted or is being buffered and subsequently discarded. 
2. Traffic filters in the UPF have priorities that need to be coordinated with other installed traffic filters. This is controlled by the PCF via PCC rules.
3. Subscription is via the PCF, but PCC should be optional to use.
4. For HR roaming, the SMF that is aware of data being buffered is the V-SMF and the notifications corresponding to data being buffered originate from a V-UPF in the VPLMN. 
5. In some places both IP and Ethernet traffic is mentioned, in other only IP,

	
	

	Summary of change:
	1. The Call flow only applies if buffering at the SMF is used.
2. Notifications only relate to the first packets.
3. For the home routed roaming case, the V-SMFF and an attached UPF detect downlink data delivery status events and the V-SMF sends related notifications.
4. Procedures apply to both IP and Ethernet traffic.

	
	

	Consequences if not approved:
	The detection of downlink data delivery status event does not work.
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	This CR's revision history:
	Rev-1:
Changes from S2-1907493 incorporated: Notification only relate to the first packets.
Clarifications on UDM behavior.

Rev-2:
Procedures for Buffering at UPF and PCC control removed and related editor´s note added.

Rev-3:
Editor´s Note reworded.
Step 0 may also be triggered by step 3.
Wording improvments for traffic filters.
Scope of the Clause reduced to subscriptions with buffering at the SMF.
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[bookmark: _Toc4423038][bookmark: _Toc4578074]1st Change
4.15.3.2.5	Information flow for downlink data delivery status with SMF buffering
The procedure is used if the SMF requests the UPF to forward packets that are subject of extended buffering in the SMF. The procedure describes a mechanism for by the Application Function to subscribe to data delivery status notifications and to explicitly cancel a previous subscription. Cancelling is done by sending Namf_EventExposure_UnSubscribe request identifying Subscription Correlation ID. The notification steps 3 and 4 are not applicable in cancellation case. The data delivery status notifications relates to high latency communication, see also subclauses 4.24.2 and 4.2.3.3.
The NEF service operations information flow in clause 4.15.3.2.3 is applied according to the detailed flow in the present clause.
[bookmark: _GoBack]Editor´s note: A procedure to subscribe to data delivery status notifications if buffering in the UPF is used is ffs.



Figure 4.15.3.2.5-1: Information flow for downlink data delivery status with SMF buffering
0.	At PDUsession establishment, the SMF (in the no-roaming case the H-SMF. in the roaming case the V-SMF) configures the relevant UPF to forward packets that are subject to extended buffering. The SMF decides to apply this behavior based on the "expected UE behaviour". Alternatively, step 0 is triggered by step 3,
1.	AF sends Nnef_EventExposure_Subscribe Request to NEF requesting data delivery status for a UE or group of UEs. The IP Filter information is included in the message to identify the and identifying the source of the downlink IP PDU traffic or the Ethernet packet filter traffic. The Downlink delivery status events include:
-	First Downlink downlink Packet(s) in extended buffering event, including Extended Buffering time.
-	This event is triggered every time awhen the first new downlink data packet is buffered with extended buffering matching the source of the downlink traffic IP filter information.
-	in notifications about this Downlink delivery status, the SMF provides the Extended Buffering time as determined in clause 4.2.3.3.
-	First Downlink downlink Packet(s) discarded.
-	This event occurs when the first packet matching the source of the downlink traffic is discraded because the Extended Buffering time, as determined in clause 4.2.3.3by the SMF, expires or the amount of downlink data to be buffered is exceeded.
-	First Downlink Packet(s) transmitted.
-	This event occurs when the first packet matching the source of the downlink traffic information is transmitted after previous buffering or discarding of corresponding packet(s) because the UE of the PDU Session becomes ACTIVEbecomes CM-CONNECTED, and buffered data can be delivered to UE as per clause 4.2.3.3.
2.	NEF sends the NpcfNudm_EventExposure_Subscribe Request to PCFUDM. Identifier of the UE or group of UEs, the source of the downlink traffic IP Filter information, monitoring event received from AF in step 1, and NEF notification endpoint are included in the message.
[bookmark: _Hlk8053845]3.	PCF UDM sends the Nsmf_EventExposure_Subscribe Request message to the each SMF where at least one UE identified in step 2 has a PDU session established  which serves the PDU Session relevant to the IP Filter information and includes identifier of the UE or Internal-Group-Id, the source of the downlink traffic, monitoring event and the the notification endpoint of NEF received in step 2. If the UDM becomes aware that such a UE has a PDU session established at a later time than when receiving step 2, the UDM then executes step 3.
[bookmark: _Hlk8050917]4.	SMF sends the Nsmf_EventExposure_Subscribe Response message to PCFUDM.
5.	PCF UDM send sends the NpcfNsmf_EventExposure_Subscribe response message to NEF.
6.	NEF sends the Nsmf_EventExposure_Subscribe response to AF.
[bookmark: _Hlk11639996]7.	The SMF detects a change in Downlink Delivery Status event as described in clause 4.2.3. The SMF becomes aware that Downlink Packet(s) require extended buffering when trying to send packets to the AMF via a Namf_Communication_N1N2MessageTransfer service operation and obtaining a corresponding respone. If the the SMF decides to discard packets, the "Downlink Packet(s) discarded event" is detected. The SMF detects that previously buffered packets can be transmitted by the fact that the related PDU session becomes ACTIVE.
8.	The SMF sends the Nsmf_EventExposure_Notify with Downlink Delivery Status event message to NEF.
9.	The NEF sends Nnef_EventExposure_Notify with Downlink Delivery Status event message to AF.

2nd Change
[bookmark: _Toc11173946]5.2.8.3.1	General
Service description: This service provides events related to PDU Sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on PDU Sessions. The following are the key functionalities of this NF service.
-	Allow consumer NFs to Subscribe and unsubscribe for an Event ID on PDU Session(s); and
-	Notifying events on the PDU Session to the subscribed NFs.
-	Allow consumer NFs to acknowledge or respond to an event notification.
The following events can be subscribed by a NF consumer (Event ID is defined in clause 4.15.1):
-	UE IP address / Prefix change: The event notification may contain a new UE IP address / Prefix or an indication of which UE IP address / Prefix has been released.
-	PDU Session Release.
-	UP path change: a notification corresponding to this event is sent when the UE IP address / Prefix and / or DNAI and /or the N6 traffic routing information has changed.
	The event notification may contain following information:
-	the type of notification ("EARLY" or "LATE").
-	for both the source and target UP path between the UE and the DN, the corresponding information is provided when it has changed:
-	DNAI.
-	UE IP address / Prefix.
-	N6 traffic routing information.
NOTE 1:	UP path change notification, DNAI and N6 traffic routing information are further described in TS 23.501 [2] clause 5.6.7.
-	Change of Access Type; The event notification contains the new Access Type for the PDU Session.
-	PLMN change; The event notification contains the new PLMN Identifier for the PDU Session.
-	Downlink data delivery status. The event notification contains the status of downlink data buffering packets in the core network including:
-	First dDownlink packet(s) per source of the downlink IP traffic in extended buffering and Estimated maximum wait time.
-	First Ddownlink packet(s) persource of the downlink IP traffic discarded.
-	First Ddownlink packet(s) per source of the downlink IP traffic transmitted after previous buffering and/or discarding of corresponding packet(s).
Event Filters are used to specify the conditions to match for notifying the events (i.e. "List of Parameter values to match"). If there are no conditions to match for a specific Event ID, then the Event Filter is not provided. The following table provides as an example how the conditions to match for event reporting can be specified for various Event IDs for SMF exposure.
Table 5.2.8.3.1-1: Example of Event Filters for SMF exposure events
	Event ID for SMF exposure
	Event Filter (List of Parameter Values to Match)

	DNAI Change
	None

	PDU Session Release
	



The target of SMF event reporting may correspond to a PDU Session ID, an UE ID (SUPI) an Internal Group Identifier or an indication that any UE is targeted (on a specific DNN).
When acknowledgment is expected the SMF also provides Notification Correlation Information to the consumer NF in the event notification.
The consumer NF may provide the following event-specific information when acknowledging an event notification:
-	For UP path change event:
-	N6 traffic routing information related to the target DNAI.
NOTE 2:	Acknowledgement to a UP path change event notification is further described in TS 23.501 [2] clause 5.6.7.

End of Changes
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